Our web applications are protected by Secure Sockets Layer (SSL) encryption.
All traffic between your web browser and our servers is encrypted. This encryption ensures your sensitive company data is only visible by Cerasis at all times.

We encrypt sensitive user information in our databases.
We use enterprise-level encryption on sensitive user information such as your password to ensure no one else can gain access to your account.

Clustered, load balanced, and redundant
Our mission critical applications such as the Cerasis Rater are hosted in a secure web cluster to ensure maximum scalability, availability, and reliability. These three aspects result in the fast response you need to ship products.

We’re all in with “The Cloud”
Cerasis has recently completed a years long project to move our web applications from a legacy hosting environment to the world’s most comprehensive and broadly adopted cloud platform. Working with a leading cloud platform rather than a traditional hosting solution gives Cerasis the ability to automatically scale our applications to meet user needs. By leveraging a distributed architecture along with state-of-the-art load balancing and auto-scaling – We are ready to meet any demand.

In case of emergency
When you call, we’ll answer. We maintain a geographically diverse disaster recovery location near our Eagan, Minnesota call center to ensure your needs are met in the unlikely event something happens.
Cerasis hosts its applications with the world’s most comprehensive and broadly adopted cloud platform. Our provider is certified for HIPAA, PCI, FISMA, and other regulatory standards. Cerasis, along with our cloud platform partner, continuously maintain the certifications and compliance audits demanded by the diverse needs of our customers.

We currently support the following Industry Compliance and Security certifications:

- SOC 1/SSAE 16/ISAE 3402—previously SAS 70
- SOC 2
- SOC 3
- FISMA, DIACAP, and FedRAMP
- DOD CSM Levels 1-5
- PCI DSS Level 1
- ISO 9001/ISO 27001/ISO 27017/ISO 27018
- ITAR
- FIPS 140-2
- MTCS Level 3
- HITRUST

We also meet several industry-specific standards including:

- Criminal Justice Information Services (CJIS)
- Cloud Security Alliance (CSA)
- Family Educational Rights and Privacy Act (FERPA)
- Health Insurance Portability and Accountability Act (HIPAA)
- Motion Picture Association of America (MPAA)

Cerasis proactively conducts internal compliance audits and control procedures in conjunction with our cloud platform partner to confirm operational efficiencies that ensures your data is secure.

Our web applications are secured through 2048 bit SSL and 256-bit encryption. All web-facing applications are subject to a quarterly security scan and audit conducted by a 3rd party.